Defense Supply Center Columbus Directorate of Corporate Information

Technical Configuration Control Board (TCCB) Charter

CHARTER NAME.  The Defense Supply Center Columbus Directorate of Corporate Information Technical Configuration Control Board (DSCC-B TCCB) Charter.

OBJECTIVE.  The TCCB will ensure that all software, hardware and other infrastructure components constituting the Defense Supply Center Columbus Information Technology (IT) infrastructure environment will be developed and/or maintained utilizing Configuration Management (CM) processes and procedures.  These processes and procedures provide control and visibility of both proposed and implemented changes throughout the life cycle appropriate to the configuration item (CI).  

SCOPE.  The TCCB has the review, approval, and disapproval authority for proposed change requests modifying established baselines to software, hardware and other infrastructure components constituting DSCC’s technical environment.  DSCC’s technical environment includes, but is not limited to, server/workstation hardware, server/workstation operating environment software (development, utility, DBMS, security, access, enterprise management, etc.), network services and peripherals, network services (LAN and WAN), security network architecture (intranet, Perimeter/DMZ, Trusted Enclave (VPN, SSL, PKI, SSH, PGP, encryption)), WWW architecture for Field Activity (centralized and web content), and data management/storage technologies required to support the DSCC’s missions.

FUNCTIONS.  The TCCB has the following responsibilities:

· Review and approve/disapprove all proposed infrastructure changes and supporting documentation.

· Review and approve/disapprove all emergency change requests.

· Coordinate and prioritize the implementation of approved changes with other appropriate CCBs.

· Establish Interface or Technical Working Groups to analyze proposed changes on an as needed basis.

· Define and authorize baseline changes.

· Maintain system baselines.

· Establish baselines to DSCC hardware and software inventories and approve changes to these baselined inventories.

· Ensure all baseline changes are annotated in the site System Security Authorization Agreement (SSAA) and the DLA Common Information Assurance Knowledge base (CIAK).

Serve as the focal point for the control of all changes to DSCC IT infrastructure.

· MEMBERSHIP.  

Primary Members. The following members or their designated representative are sitting members of the TCCB. 

1. DSCC-BE (Chairperson of the TCCB)

2. DSCC-BEA

3. DSCC-BEE

4. DSCC-BET

5. DSCC-BEU

6. DSCC-B Information Assurance Representative

7. DSCC-BPD

8. DSCC-B Configuration Manager

Consultant Members.  Additional representatives may attend at the request of the primary members or as sponsors of a change request.  A Public Affairs representative shall be invited to meetings as required.

ROLES AND RESPONSIBILITIES.

Hierarchy.   Each primary member will be given equal opportunity to present an opinion.  The Chairperson of the TCCB will make a final decision based upon the primary and consultant member inputs. 

Emergency Change Requests. The Chairperson will determine whether a change request is an emergency.  For emergency change requests, the Chairperson will convene the TCCB within 24 hours.  However, if board members are unavailable or if time does not permit, the Chairperson will make the final decision.  

Delegation.  All primary representatives will delegate an alternate in their absence.

Configuration Manager. The DSCC-B Configuration Manager is responsible for the following: scheduling all issues for review, announcing meetings as required, publishing and distributing an agenda, recording, publishing and distributing CCB minutes and tracking action items, and archiving documentation.

MEETINGS.  The TCCB will usually meet on a bi-weekly basis unless otherwise directed by the TCCB Chariperson.  Meeting minutes will be provided to the Program Steering Working Group (PSWG).

DURATION OF CHARTER.  This charter shall remain in effect until superseded or terminated by the Director of Corporate Information (DSCC-B).

AMENDMENTS.  Recommended amendments to this charter will be forwarded in writing to the Chairperson of the TCCB for review.  Amendments to the TCCB Charter will be approved/disapproved by the TCCB primary members.

AUTHORIZATION.  The TCCB Charter is approved as of completion of the dated signatures below.
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