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1. INTRODUCTION
This document defines the Configuration Management Plan (CMP) for Information Technology (IT) development for the Defense Supply Center Columbus’ Directorate of Corporate Information (DSCC-B). The CMP provides the direction of Configuration Management for all IT systems (contemporary, emerging, legacy, Government-off-the-Shelf (GOTS) and Commercial-off-the-Shelf (COTS)) and documentation managed by DSCC-B.  This plan is prepared in compliance with the Defense Logistics Agency (DLA) Corporate Configuration Management Plan (CCMP), DLA-CCMP-Version 2.0. It presents a methodology by which Configuration Management (CM) is maintained throughout the life cycle for IT systems from concept definition through disposal.  Benefits provided by the implementation of this plan are:

· Ensures fulfillment of the requirements during the design, development, integration, testing, and deployment phases of the life cycle.

· Enables changes to the requirements to be made under controlled conditions.

· Provides a historical reference for the life cycle of the system.

· Standardizes corporate-wide procedures.

The DSCC-B Program Steering Working Group (PSWG) shall ensure the maintenance and currency of this plan as required.  All changes to this plan must be presented to and approved by the PSWG.

1.1 Purpose

The Configuration Management Plan describes the Configuration Management concepts, processes, and procedures implemented at DSCC-B for all IT efforts.   It also addresses the involvement of Information Assurance (IA) in the development or modification of any system.  The requirements for meeting interoperability are outlined in Section 8 of this document. Configuration management metrics are outlined in Section 9 of this document.

This plan lays a framework within which the four primary CM functions (configuration identification, configuration control, status accounting, and audits and reviews) shall be performed.  Additionally, this plan forms the basis for an automated CM system by which baselines are stored and changes to those baselines are tracked as they are implemented.
1.2 Scope
The DSCC CMP sets forth and incorporates by reference, the CM policies and procedures for IT system development for DSCC.  It describes how the CM elements of configuration identification, change control, status accounting, and audits and reviews shall be to establish and maintain software configuration throughout the development effort.

1.3 Applicability

The Configuration Management procedures and processes described in this plan apply to all IT development and acquisition efforts.  They apply to all hardware, software, documentation and services regardless of origin.  The local Configuration Manager shall be responsible for ensuring that all government or contractor programs throughout the systems life cycle meet these standards.

1.4 Acronyms AND Glossary
Acronyms referenced in this document are detailed in Appendix A and a glossary is contained in Appendix B.

1.5  References and Guidance

The following documents are provided as references/guidance unless they are specifically mentioned as compliance documents within this Plan.  Additionally, this Plan does not relieve DSCC from any mandatory DoD, DLA, or DSCC requirements not specifically addressed herein.

(1) Defense Logistics Support Command Corporate Configuration Management Plan (DLSC CCMP), CI#: DLSC-CCMP-Version 2.0. February 20, 2001
(2) Information Technology Program Steering Group (ITPSG) Charter
(3) Program Steering Working Group (PSWG) Charter
(4) Technical Configuration Control Board (TCCB) Charter
(5) DSCC Information Technology Continuity of Operations (COOP) Plan
(6) DSCC Information Assurance Program Plan

(7) J-STD-016, Standard for Information Technology Software Life Cycle Processes Software Development Acquirer-Supplier Agreement, Jan 1, 1995

(8) IEEE 12207.0, Industry Implementation of International Standard ISO/IEC 12207: 1995 (ISO/IEC 12207)) Standard for Information Technology - Software Life Cycle Processes, March 1, 1998
(9) IEEE 12207.1, Industry Implementation of International Standard ISO/IEC 12207: 1995 (ISO/IEC 12207)) Standard for Information Technology - Software Life Cycle Processes - Life Cycle Data, April 1, 1998
(10) IEEE 12207.2, Industry Implementation of International Standard ISO/IEC 12207: 1995 (ISO/IEC 12207)) Standard for Information Technology - Software Life Cycle Processes - Implementation Considerations, April 1, 1998
(11) DLAI 5015.1, DLA Records Management Procedures and Records Schedule, March 1, 2000
(12) DoD Regulation 5000.2-R, Mandatory Procedures for Major Defense Acquisition Programs (MDAPS) and Major Automated Information Systems (MAIS) Acquisition Programs, June 10, 2001 http://web.deskbook.osd.mil
(13) ANSI/EIA-649, Configuration Management, 3 April 2000
1.6  CM Plan Updates

This document will be periodically reviewed to ensure that all CM functions are accurately described.  Audit and review reports or changes to available resources may require this document to be updated.  All changes will be approved by the PSWG using a PSWG Change Request.  Changes will be incorporated in either change pages or a document revision.  Updates to this document are recorded on the Record of Changes and List of Effective Pages sheets located at the front of this document.

2. MANAGEMENT

2.1 Organization

The CM plan prescribes the processes to be followed throughout the life cycle of DSCC IT projects.  Although the Configuration Management Organization, which is part of DSCC-BEA, takes direction from the Project Manager, the DSCC-B Configuration Manager is responsible implementing the policies and procedures described in this plan.  Figure 2.1 is a graphic representation of the program and project organizational structure with respect to the CM organization.  The DSCC Configuration Manager is the DSCC-BEA Branch Chief.
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Figure 2.1  Organization Chart

All DSCC Information Technology projects shall abide by this plan.  Individual projects will not develop project specific configuration plans unless the project team determines a need for a project-specific plan.  If a project develops a project-specific CM plan, that plan must satisfy all the requirements of the DSCC CM Plan.

2.1.1 Configuration Management Functions

Configuration Management involves identifying the configuration at given points in time, systematically controlling changes to the configuration, and maintaining the integrity and traceability of the configuration throughout the life cycle.  Items placed under Configuration Management include the software products that are delivered to the customer, and the items that are identified with or required to create these software products.  Configuration Management is divided into the following functional areas: (1) Configuration Identification, (2) Configuration Control, (3) Configuration Status Accounting, and (4) Configuration Audits.

2.1.1.1 Configuration Identification

The Configuration Manager shall control the identification and definition of systems to include software, hardware, communications, information assurance, and documentation and all affected changes to these items.  Documents include all those necessary to provide a full technical description of the characteristics of the systems that require control. Configuration Identification shall be applied to all developed systems including code, hardware, environment, and associated documentation.

The goal of software Configuration Identification is to have the ability to identify the components of a system throughout its life cycle and provide traceability between the software and related software products.  The items included in system baselines are stored and maintained in an electronic media format once changes are made.  A current baseline consists of the previous baseline plus all approved changes to that baseline.

2.1.1.2 Configuration Control

Configuration Control involves controlling the release and changes to baselined  products throughout the life cycle.  It is the process to manage preparation, justification, evaluation, coordination, disposition, and implementation of proposed changes to baselined hardware, documentation, and code.  
2.1.1.3 Configuration Status Accounting

Configuration Status Accounting involves the recording and reporting of the change control process.  The goal of status accounting is to maintain a continuous record of the status and history of all baselined items and proposed changes to them.  It includes reports of the traceability of all changes to the items that have been placed under configuration control (COTS, GOTS, hardware, and documentation) throughout the life cycle.  
2.1.1.4 Configuration Audits

Configuration Auditing verifies that the system is built according to the requirements, standards, or contractual agreement.  Test reports and documentation are used to verify the software meets the stated requirements.  The goal of Configuration Auditing is to verify that all software products have been produced, correctly identified and described, and that all change requests have been resolved according to Configuration Management processes and procedures.

The Configuration Manager is responsible for ensuring that local CM procedures are in accordance with this plan and other governing documents.  The Configuration Manager shall conduct periodic audits of the systems used to maintain control of local systems and shall review local procedures to ensure compliance with this plan. 

2.2 Configuration Control Boards (CCB)

DSCC shall convene CCBs to control and maintain CM processes. DSCC has four CCBs:

· Information Technology Program Steering Group—Chaired by the DSCC Deputy Commander

· Program Steering Working Group—Chaired by the Director of Corporate Information  (DSCC-B)

· Technical Configuration Control Board (TCCB)—Chaired by the Information Technology Unit Director  (DSCC-BE)

· 1010 Process—Chaired by the Systems Integration Team Chief (DSCC-BPD)

Signed copies of the ITPSG, PSWG, and TCCB charters are located in the DSCC-B Project Library.  The Configuration Manager will maintain and coordinate the update of these charters, and compliance with these Charters is mandatory.  The following chart illustrates the hierarchy and responsibilities of each CCB.

	CCB
	Chairperson
	Role/Responsibility

	ITPSG
	DSCC-DD
	· Approve & prioritize new Information Technology Initiatives

	PSWG
	DSCC-B
	· Conduct initial review of new projects by reviewing Mission Element Needs Statement (MENS)

· Regularly review software development project status

· Cost, Schedule, and Technical Performance

· Approval authority for software development project baselines and for changes to baselines

	TCCB


	DSCC-BE
	· Approval authority for changes to DSCC’s technical environment

· Server/Workstation Hardware

· Server/Workstation operating environment software

· Network Services & Peripherals

· Security Network Architecture

· Trusted Enclave

· Worldwide Web Architecture

· Data Management/Storage Technologies

	1010 Process

	DSCC-BPD
	· Approval authority for mechanized system support or change


2.3 Information Assurance
DSCC Configuration Management processes and procedures will comply with the DSCC Information Assurance Plan.  DSCC’s Information Assurance Manager is the DSCC-BEA Branch Chief and works for the Directorate of Corporate Information’s Technology Unit (DSCC-BE).

2.4 Policy Letters

The Configuration Manager is responsible for preparing Configuration Management policy letters, as required, to provide guidance and direction.  The policy letters will be reviewed by the PSWG and signed by the DSCC Director of Corporate Information.  Signed policy letters will be distributed to DSCC-B personnel through the chain of command.  Signed policy letters will be maintained in the Project Library.

3. The Configuration Management Process

The life cycle of a system shall be tracked and managed by the Configuration Management process that is a series of documented steps to control the development and implementation of system changes.   The objective of this process is to ensure that the system development meets the functional and documentation requirements of the organization.  A copy of DSCC-B’s Software Project Life cycle is contained in the MS Project schedule template that is located in the Project Library.  DSCC-B projects shall follow this life cycle.

4. Configuration Identification

4.1 Project Baselines

The following documents will be baselined and maintained by Configuration Management after the documents are signed:

	LCM Level

	Document

	Level 1
	Mission Element Need Statement (MENS) & Quick Look Analysis

	Level 2
	Software Requirements Specification (SRS)

	Level 3
	Software Design Description (SDD)

	Level 4
	Source Code/Executable Code

	Level 5
	Test Plan Procedure (STP)

	Level 5
	Software User Manual (SUM)

	Level 5
	Training Plan (TP)

	Level 6
	Software Product Specification (SPS) 


Templates for the above documents are maintained in the Project Library.  The Project Manager is responsible for ensuring documents are signed by the personnel listed on each template’s signature page.  Changes to baselined documents will be approved by a change request from the Program Steering Working Group.  As described below, the Configuration Manager will conduct audits to verify compliance.  

4.2 Document Identification—Labeling and Numbering Scheme

Initially approved documents establish a baseline from which subsequent changes are controlled.  The Configuration Manager will assign a unique identifier, using DOORS (Dynamic Object-Oriented Requirements System), to assist with requirements management and traceability.  The Configuration Manager will be responsible for verifying that proposed changes have been authorized and that any modifications have been approved prior to checking the items in or out of the CM baseline library.  The Configuration Manager will update the document number when a change to a baselined document is approved.  

4.3 DOCUMENT STORAGE 

The Configuration Manager is responsible for developing and maintaining a repository for controlling documentation.  The Configuration Manager will develop and maintain the Project Library to control project documentation.  The Project Library is located on the O-drive. The Project Manager is responsible for authorizing access to the Project Library and the Software Development Library; the Configuration Manager will ensure the level of access is consistent with the Project Manager’s request.  The Configuration Manager will control changes to baselined documents.  

DSCC is installing and starting to use a requirements management tool, DOORS, to assist with document preparation and storage.  As DSCC-B installs and begins to use DOORS, the Configuration Manager will assist with transitioning documentation, when economically feasible, into DOORS.  New projects will use DOORS to develop and maintain documentation.

4.3.1 Backup and Disaster Plans and Procedures

Backup and disaster recovery for code and documentation is described in the DSCC Information Technology Continuity of Operations (COOP) Plan.  

4.3.2 Retention Policies and Procedures

Records retention schedules are provided in DLAI 5015.1, DLA Records Management Procedures and Records Schedule.
4.4 Software Development Library 
The Configuration Manager is responsible for using Harvest to develop a Software Development Library to maintain software.  DSCC-B is in the process of installing Harvest, a Configuration Management tool.  A process for using Harvest to control code will be developed and documented as part the Harvest implementation.

4.4.1 Backup and Disaster Plans and Procedures

Backup and disaster plans and procedures are documented in the DSCC Information Technology Continuity of Operations (COOP) Plan.

4.4.2 Retention Policies and Procedures

Software retention policies and procedures are documented in the DSCC Information Technology Continuity of Operations (COOP) Plan.

5. Configuration Control

5.1 Configuration Control Boards

5.1.1 Information Technology Program Steering Group (ITPSG)

The ITPSG will be the formal approval process of new Information Technology development projects.  ITPSG meetings will provide Command, ICP, P900, and DSCC-B representatives a corporate overview of new automation initiatives both internally and externally generated.  The ITPSG will determine if an initiative will be developed and implemented after the DSCC-B PSWG has completed an initial review.  Based on the merits of the initiative’s ability to directly impact and positively improve the DSCC ICP performance, the group will determine if the initiative warrants further development and expenditure of resources.  The DSCC-R member will determine and report to the ITPSG if adequate funding resources are available for immediate ITA development or if the initiative needs to wait until later in the budget cycle.  Dependent on the urgency of the requested new initiative, benefits derived from its implementation and availability of resources, the group will establish a prioritized execution list.  During the prioritization process, the ITPSG will take into consideration and include all current, DLA Headquarters, and Command driven initiatives.

5.1.2 Program Steering Working Group (PSWG)

The PSWG will also act in the capacity as the DSCC local Configuration Control Board (CCB) as required by the DLSC Configuration Management Plan. The PSWG will regularly review project status and progression, oversee program/project management activity, resolve project and resource conflicts/contentions, and maintain an official project list to include Life Cycle Management (LCM) status.  The PSWG will act as the approving authority for all software development project baselines.

5.1.3 Technical Configuration Control Board (TCCB)

The TCCB will ensure that all software, hardware and other infrastructure components constituting the Defense Supply Center Columbus Information Technology (IT) infrastructure environment will be developed and/or maintained utilizing Configuration Management processes and procedures.  These processes and procedures provide control and visibility of both proposed and implemented changes throughout the life cycle appropriate to the system.  

The TCCB has the review, approval, and disapproval authority for proposed change requests modifying established baselines to software, hardware and other infrastructure components constituting DSCC’s technical environment.  DSCC’s technical environment includes, but is not limited to, server/workstation hardware, server/workstation operating environment software (development, utility, DBMS, security, access, enterprise management, etc.), network services and peripherals, network services (LAN and WAN), security network architecture (intranet, Perimeter/DMZ, Trusted Enclave (VPN, SSL, PKI, SSH, PGP, encryption)), WWW architecture for Field Activity (centralized and web content), and data management/storage technologies required to support the DSCC’s missions.

5.2 Change Request Process

A change request is a document that describes a necessary change and includes a section for authorization and approval signatures.  A problem report documents problems with internally configured software baselines that do not meet requirements or standards.  A change request may come from a problem report or from request to have additional functionality.  

5.2.1 Procedures for Changing Baselines

The appropriate Configuration Control Board shall approve changes to hardware, software, and documentation baselines, prior to making the change.  

5.2.2 Procedures for Processing Change Requests

PSWG and TCCB Change Requests shall use the Change Request Forms provided in Appendix C and Appendix D respectively.

5.3 Templates

The current versions of the project schedule template and document templates are maintained in the project library.  Configuration Management will maintain these templates.  Changes to these templates shall be approved by the PSWG with a Change Request.  

6. Configuration Status Accounting

The Configuration Manager records the status of all Configuration Management items so the current and historical status and content are known and previous versions can be recovered.  The Configuration Manager will record receipt of change request or problem report documentation, acceptance into the baseline, and product release.  This record may be satisfied by a manual process or an automated Configuration Management tool may be used providing it performs, at a minimum, the steps required for status recording. 

6.1 Software Release Process

TBD.  {This paragraph will describe the following: what is in the released software, who the release is provided to, the media the release is on, any known deficiencies in the release, and installation instructions.  This paragraph will include the appropriate guidance to incorporate Harvest when it is installed at DSCC.}

6.2 Document Status Accounting

The Configuration Manager will develop and implement the process for tracking the status of documentation.  The Configuration Manager will maintain a record of the current version/revision of all baselined documents as well as a record of all changes.  The Configuration Manager will use DOORS to automate this process.

6.3 Change Management Status Accounting

The Configuration Manager reviews the change requests for clarity and completeness.  The Configuration Manager also maintains a status log of all change requests.  The log will provide information on whether the change was approved/disapproved, estimated completion date, and point of contact.  Approved change requests will remain open until all actions are complete and the governing Configuration Control Board concurs the action covered by the change is completed.  A list of open change requests will be reviewed at the governing Configuration Control Board.

7. Configuration Audits
The Configuration Manager will periodically perform internal reviews of Configuration Management processes, procedures, and products.  These reviews serve as a method to determine how effectively and efficiently the Configuration Management processes and procedures fulfill the requirements as defined in this plan.  Configuration Management reviews also include verification of the products generated by Configuration Management.  Verification is the process of evaluating the products to ensure correctness and consistency with respect to the DSCC-B Configuration Management Plan, tasks, processes, and procedures.  The review findings are documented in a report that is used by the Configuration Manager to correct deficiencies or identify changes in Configuration Management requirements.  It is the Configuration Manager's responsibility to perform the reviews and to specify the processes or procedures to be reviewed.  The review report includes what actions were taken to resolve the deficiency or requirements change.  Findings of the report will be highlighted at the PSWG, and the report will be filed in the Project Library.

8. Defense Integrated Infrastructure (DII)/Common Operating Environment (COE)/Standard Operating Environment (SOE)

All IT hardware, software, and services that are created, purchased, altered, or subcontracted for DSCC shall follow the interoperability requirements as directed in the Defense Integrated Infrastructure (DII)/Common Operating Environment (COE) or the Standard Operating Environment (SOE), depending on the target platform, in accordance with the DLA Information Technology Architecture Guidelines (ITAG), Nov 1998.

9. Metrics

A metrics program will be defined and implemented at a later date. 

Appendix A— Acronyms

CCB

Configuration Control Board

CCMP

Corporate Configuration Management Plan 

CI

Configuration Item

CM

Configuration Management

CMP

Configuration Management Plan

COE

Common Operating Environment

CR

Change Request

CSCI

Computer Software Configuration Item

DII

Defense Integrated Infrastructure

DLSC

Defense Logistics Support Center

DOORS
Dynamic Object-Oriented Requirements System

IA

Information Assurance

ICP

Inventory Control Point  

IEEE

Institute Of Electrical And Electronics Engineers   

IT

Information Technology
    

ITA

Information Technology Architecture  

ITAG

Information Technology Architecture Guidelines

ITPSG
Information Technology Program Steering Group

LCM

Life Cycle Management

MAIS

Major Automated Information Systems

MDAPS
Major Defense Acquisition Programs

MENS

Mission Element Needs Statement

P-900
Admin &/or Installation Support Group (i.e. IA, Safety & Health, Security) for support function of ICP

PSWG
Program Steering Working Group

SDD

Software Design Description

SOE

Standard Operating Environment 

SPS

Software Product Specification

SRS

Software Requirements Specification

STP

Software Test Procedure

SUM

Software Users Manual

TCCB

Technical Configuration Control Board

TP

Training Plan
APPENDIX B—GLOSSARY

Audit:  An independent examination of a work product or set of work products to assess compliance with specifications, standards, contractual agreements, or other criteria.

Baseline: A specification or product that has been formally reviewed and agreed upon, and thereafter serves as the basis for further development, and that can be changed only through formal change procedures.

Computer Software Configuration Item (CSCI):  An aggregation of software that is designated for configuration management and treated as a single entity in the configuration management process.

Configuration Control:  An element of configuration management that consists of the evaluation, coordination, approval or disapproval, and implementation of changes to configuration items after formal establishment of their configuration identification.

Configuration Control Board (CCB): A group of people who evaluate and approve or disapprove proposed changes to configuration items and ensures implementation of approved changes.

Configuration Identification:  An element of configuration management that consists of selecting the configuration items for a system and recording their functional and physical characteristics in technical documentation.

Configuration Item (CI):  An aggregation of hardware or software or both that is designated for configuration management and treated as a single entity in the configuration management process.

Configuration Management (CM):  A discipline that applies technical and administrative direction and surveillance to identify and document the functional and physical characteristics of a system, control changes to those characteristics, record and report change processing and implementation status, and verify compliance with specified requirements. 

Configuration Status Accounting:  An element of configuration management that records and reports information needed to manage a configuration effectively. This information includes a listing of the approved configuration identification, the status of proposed changes to the configuration, and the implementation status of approved changes.

DOORS:  Dynamic Object-Oriented Requirements System (DOORS) is a software tool to manage requirements.
Harvest:    Harvest is a configuration management tool for software.
Product Baseline:  The initial approved technical documentation (including, for software, the source code listing) defining a configuration item during the production, operation, maintenance, and logistic support of its life cycle.

Software Library:  A controlled collection of software and related documentation designed to aid in software development, use, or maintenance. Types include master library, production library, software development library, software repository, and system library.

Software Life Cycle:  The period that begins when a software product is conceived and ends when the software is no longer available for use. The software life cycle typically includes a concept phase, requirements phase, design phase, implementation phase, test phase, installation and checkout phase, operation and maintenance phase, and sometimes, retirement phase.

APPENDIX C—PSWG Change Request ForM
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Configuration Control Number:

 

PSWGCR

-

YY

-

XXX

 

 

Date: DD MMM YY

 

  

Emergency:

  

 

 

General Information

 

Change Request Title:

 



 



 



 



 



 

 

Name of Sponsor:

 

 

Date of Request:

 



 



 



 



 



 

 

Requested Impl

ementation Date:

 



 



 



 



 



 

 

 

Hardware Information

 

System Name:

 



 



 



 



 



 

 

Vendor Model:

 



 



 



 



 



 

 

Serial Number:

 



 



 



 



 



 

 

Bar Code:

 



 



 



 



 



 

 

Software Information

 

Vendor:

 



 



 



 



 



 

 

Version:

 



 



 



 



 



 

 

Release:

 



 



 



 



 



 

 

Maintenance Level:

 



 



 



 



 



 

 

Documentation Information

 

Documents Impacted:

 



 



 



 



 



 

 

 

Point of Contact Information

 

Name/Organization:

 



 



 



 



 



 

 

 

Description of Request

 

(Atta

ch additional pages if necessary.)

 

Description Summary:                           

 



 



 



 



 



 

 

 

Impact Summary:

 



 



 



 



 



 

 

 

Other Comments

 



 



 



 



 



 

 

 

 

 

 

Representative check appropriate box and initial. 

(YES = Approval, NO =

 Disapproval, NA = Not Applicable)

 

DSCC

-

BB 

Yes

 

  

No

 

 

DSCC

-

BD  

Yes

 

  

No

 

 

DSCC

-

BE  

Yes

 

  

No

 

 

DSCC

-

BP  

Yes

 

  

No

 

 

DSCC IA 

     

Yes

 

  

No

 

 

DSCC CM    

Yes

 

  

No

 

 

 

Public Affairs  

 

Yes

 

  

No

 

 

NA

 

  

 

 

For PSWG Use Only:  

Approved  

Disapproved 

Cancelled

 

Chairperson’s Signature (DSCC

-

B):

 

Date:

 

PSWG Change Request form.doc 04/04/2001

 



Technical Configuration Control Board (TCCB)

Instructions for Change Request (CR) forms
Purpose:  The purpose of these instructions is to help the submitter correctly fill out a CCB Change Request form.

Scope:  These instructions are to be used for the CCB Change Request form only.

Viewpoint: Associate submitting an infrastructure configuration Change Request to the TCCB.

INSTRUCTIONS:  (The CCB CR is written and developed as a MS Word document)
1.  Fill in the blocks of the electronic CCB Change Request form with the appropriate information using the explanations as a guide.

BLOCK




EXPLANATION



                                                                                                                                                                  

Emergency Check Box
Check this box if the CR addresses one or more of the following situations:


1.  a security risk determined by the Security Officer.

2. a mission failure.

(Note:  The TCCB Chairperson, DSCC-BE, will make the final determination regarding whether the item is an “Emergency.”)

Configuration Control Number:

leave blank

Date:




leave blank (dd MMM yyyy)

General Information

Change Request Title


name of Item driving this CR



Name of Sponsor:


name of TCCB member sponsoring the change

Date of request:



date CR is submitted for approval (dd MMM yyyy)

Requested Implementation Date:

NLT date for successful change  (dd MMM yyyy)

Hardware Information
System Name:



full system name (e.g. DSDCNT9)

Vendor Model:



full vendor name and model number(s)

Serial Number:



self-explanatory

Bar Code:



“Property of DSDC” bar code number(s)

Software Information

Vendor:




COTS – full software vendor name







GOTS – POC/responsible organization


Version:




product name and version number to be implemented

Release:




e.g. 4.0 (Windows NT)

Maintenance Level:


e.g. Service Pack 3 or Patch Level 6

Point of Contact Information

Name:




person submitting the CR

Organization:



office symbol of person submitting the CR

Phone Number/DSN:


for CR POC (e.g. (614) 692-9646/850)

Email Address:



for CR POC (e.g. jdoe@dsdc.dla.mil)

FAX Number:



for CR POC (e.g. (614) 692-9371)

Description of Request (attach additional pages if necessary)

Description Summary


a brief descriptive summary of the CR   

Impact Summary



a brief impact summary of this CR.

Note:  Attach extra pages if more descriptive information is available and helpful.

2.  Each CR form should be submitted with sufficient supporting documentation attached to the form 

to enable the TCCB to fully understand all the issues involved in the CR.  The attachment(s) should be 

presented in an outline format and may include but are not limited to:

a.  Background information

b.  Complete explanation of the change

c.  Benefits/features list

d.  Issues list (resolved and unresolved)

e.  Technical analysis 

f.  Security analysis

g.  Risk analysis 

h.  Cost analysis 

i.  Configuration Item (CI) documentation (e.g. policies, standards, network layouts, etc.)

j.  Coordination from other CCB e.g. PSWG, ITPSG, ….  

NOTE:  If sufficient information is not provided, it may unnecessarily delay the decision of the 

TCCB.  

3.  Regarding Emergency Change Requests:

a.  Failure to meet the “emergency” criteria for a CR will mean automatic rejection of the request.

b.  Security risks must be identified.  Applicable regulatory guidelines requiring emergency action for compliance should be cited.

c.  When a customer’s project schedule and/or cost will be negatively impacted, the PM should clearly indicate what the cost would be for failure to implement and/or how much lost time (schedule slip) would occur and what makes this an emergency.

d.  If need is due to mission failure, it should be stated how the mission would fail if the emergency request is not acted upon.

e. The request should be precise and include complete instructions on how to implement the request and back it out if necessary.

f. The TCCB Chairperson, DSCC-BE, will make the final determination regarding whether the item is an “Emergency.”
� EMBED OrgPlusWOPX.4  ���








� This plan states the “Configuration Manager” is responsible for completing the tasks described in this plan.  Although the DSCC Configuration Manager may delegate these tasks, the DSCC Configuration Manager is ultimately responsible for ensuring these tasks are completed.


� A Configuration Item (CI) is defined as “aggregation of hardware or software or both that is designated for configuration management and treated as a single entity in the configuration management process.”  DSCC typically does not use the term “Configuration Item” but instead manages and controls “Systems.”  This plan uses the term “System” instead of “Configuration Item.”


� The 1010 process is managed by DSCC-BPD to control changes to existing systems.  


� LCM—Life Cycle Management
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